
Security and data 

Security has always been of the highest priority in developing the moss-pas.online site. 

The only user data stored are their email and a password.  Both are highly encrypted, using a very 

long key that is not available from the web.  

No financial data are held. 

Multi-user accounts are only available to people who are admitted by their account manager. 

No patient data are recorded. Interviews are identified only by a user-supplied code that is 

entered when the new interview is started. (The reports generated by the system are Word 

documents, so the user can add real information if required, before attaching them to patient 

records). 

No data are held on the server unless the user opts to synchronise their data (in the event that 

their browser loses its history). 

If the user does opt to synchronise their data, an additional pin code is required.  This is never 

known by the server, so the data can only be decrypted by a command from the user. 

The user can delete any or all records held on the server. In any event, they are automatically 

deleted after 3 months if not accessed. 

The user can delete their entire account and records at any time. 


